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For more information please see
www.axtraxng.com



http://www.axtraxng.com/
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Begin the installation by extracting the installation package .ZIP file to a directory
and browse to that directory or by browsing to the CDROM, SW, AXTRAXNG
directory.

Right click on the AxtraxNGSetup.....EXE file and select “Run As Administrator”.

Follow the instructions on the subsequent screens to complete the installation.
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AxTraxNG Setup =

Bxtracting axtrax32GR.ico

Bxdracting AUTORUN.INF

Bxracting CRRedist2008_x86.msi
Bxtracting hdd32.exe

Bxdracting SQLEXPR_x86_ENU exe
BExtracting setup .exe

Bxtracting dotNetFx40_Full x86 x64 exe

Extracting dotnetfx35.exe
| a2
* Navigate to the directory where the
file was extracted.
* Right Click the AxtraxNGSetup....EXE
and select “Run as Administrator”.
at
Destination folder
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Installation progress




Right click on the AxtraxNGSetup.....EXE file and select “Run As Administrator”.
On the following screen select the option to be installed.

AxtraxNG Client is the user interface where all configuration information and changes
are made. User updates, event logs and reports are all accessed through AxtraxNG
Client.

Guard Screen is provides a dedicated screen for security or receptionist use displaying
the user information each time a badge is read. It may be installed alone or in
conjunction with AxtraxNG Client.

Once you select START the installation will begin, follow through selecting the default
as shown in the following slides, do not change any file locations or other data, click
NEXT, INSTALL or FINISH on each screen to advance the installer.
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Check the box “I Agree”.

Select Client and/or Guard Screen.
Click Start.

/

AxTraxMNG Installation version 26.0.0.0

A TraxMG Server and Client Requirements:

Operating System
Processor

Memary

Metwork
Hard Disk Space

Windows 7 (32/64 bits) SP1

Minimurm: Intel Dual core 2.4 GHz or Equivalent
Recommended: Intel core i5 ori7 CPLU

Minimum: 2 GB
Recommended: 8 GB

LAM card required for TCP/1P netwarking

5 GB minimum

SQL- Server Express Requirements:

Processor
Memaony
Hard Disk Space

Pentium 4 or better
2GE
4GB

Software of any kind provided with or as part of the product is provided explicitly "as is", within an

explict denial of all wamanties, expressed orimplied (including, without limitation, wamanties of

merchantability, non-nfingement, or fitness for a particular purpose), but nevertheless, Rosslare
guarantees that the software to be free from defects for a period of ninety (90) days after delivery. i
any defect appears within the wamanty period, you can contact Raosslare to receive replacement

software free of charge at the discretion of Rosslare. Rosslare does not wamant and has no
responsibility for the accuracy or completeness of any information, test, graphics. links, or other tems
contained within the software.

agree

Select your installation configuration and press Start button
[] Server with Watchdog [ ] Vitrax version 2.4.0.11545

{' lient

[ ] Watchdog

[ ] Vitree LPR version 1.7.1 Betta {build 1000)

G )] | oo
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* Crystal Reports, Dahua Merge and
Stroke Scribe packages will install just
as they did on the Server machine.

AxTraxNG Installation ver j
AxTraxNG Server and Client Requirements: Software of any kind provided with or as part of the product is provided explicitly “as is", within an
explicit denial of all wamanties, expressed or implied (including, without limitation, wamanties of

Operating System Windows 7 (32/64 bits) SP1 merchantabiltty, non-infringement, or fitness for a particular pupose), but nevertheless, Rosslare

Minimam: Intel Dual core 2.4 GHz or Equuva!ent guamntees that the software to be free from defects for a period of ninety (30) days after delivery. I
Processor Recommended: Intel corefS- . \ ot A he wamanty nerdad_vou can contact Rosslare to receive replacement

Minimum: 2 GB : |are. Rosslare does not wamant and has no
Memory Recomm.ended 8GB if any information, text, graphics, links, or other tems
Network LAN card required for TCH
Hard Disk Space 5 GB minimum

Start button
SQL- Server Express Requirements:

] Vitrax version 2.4.0.11545

Processor Pentium 4 or better

[ ] Vitrax LPR version 1.7.1 Betta (build 1000)

Memory 2GB

Hard Disk Space 4GB

Please watt, Crystal Report Redistributable installing....



Welcome to the InstallShield Wizard for
AxTraxNG Client

The InstallShield(R) Wizard will install AxTraxNG Client on your
computer. To continue, dick Next.

* This is the AxtraxNG Client.
e Click NEXT to install, cancel to skip.

Jam is protected by copyright law and
international treaties.




Install AxTraxNG Client to:
C:\Program Files (x86)\Rosslare\AxTraxNG Client\

Do Not change the location.
Click NEXT to install.

InstallShield




InstaliShield Wizard Completed

The InstallShield Wizard has successfully installed AxTraxNG
Client. Click Finish to exit the wizard.

-~

e Click Finish to continue.
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DN Rosslare
Home Share View N 6
';(:—:I - 1 .k ThisPC » Windows8 O5(C:) » Program Files (x86) » Rosslare v & Search Rosslare o)
> 1 Microsoft Visual Studic 10.0 2 Mame . Drate modified Type
= E'”Tls'j:'zg | AS-BOT 11/17/2014 27 AM ~ File f
' Muzf”a J_Dx e | AS-IPD1 Configuration Utility 11/17/20148:25 AM ~ File f
' MZ: 'am intenance service | AxTraxNG Client 6/5/201511:42AM  Filef
' MSEE' i | AxTraxNG Server 6/5/20152:25PM  Filef
- pcaec Ek | ATraxNG Watchdog 6/5/20152:25PM  Filef
' N*r ;c P | ExClouds Reports Application 5/18/20152:50PM  Filef
| Motepads+ . MiFare Reader Programrmner 4/21/2015 437 PM File f
, Putty
» . Realtek
Preferarrectfsanblies
[ | . Rosslare ya
o [
- | SEGGER * The permissions on the Rosslare Program Files
. z::‘”"”*‘m“i“ directories must be changed to allow changes to
> |5 pe o ope
. sqfitebrowser be made by the Axtraxconfig Tool utility.
» L Stardock 1. Navigate to the “C:\Program Files
0 Supersean (x86)\Rosslare directory. _|}
[ tems o . . =
* 2. Right click and select Properties. —

J




& Rosslare Properties

| General I Sharing| Security :I..IStDmiZE|

Object name:  C:\Program Files (86)".Fosslare

GI’DIJD ar uUser names:

%Mministlaturs [rspdbames"Administrators)
a Isers {rsplbames’|sers)
82 Trusted Installer

L4

To change permissions, click Edit.

Permissions for Users Allorw
Full control
Modify
Read & execute v
List folder contents v
Read v
Write

For special pemmissions or advanced settings.
click Advanced.

Securty

Object name:  C:\Program Files (86} Fosslare

GI’OIJI] ar user names:

=) ALL APPLICATION PACKAGES
42, CREATOR OWNER
42, SYSTEM

e T

i, TrustedInstaller

Pemissions for Users

Full contral

Modify

Fead & execute
List folder conterts
Read

(

Select the security tab at the top.
Select Edit.




il Permissions for Rosslare " f

Securty
o 2 H
Object name:  C:\Program Files (c86)"Fosslare * SeIeCt Users 2 the nName In the
| parenthesis will be different.
GI‘DIJD ar User names:
T2 ALL APPLICATION PACKAGES e Check the box to Allow “Full
53, CREATOR OWNER ”
2 SYSTEM control”.
2 Adicisisators-{mpbames Adminisrators)  Click Apply then OK to close the
:;?-J |Users rspdbames*|lsers) .
4, Trustedinstaller Wwin d OoWw.
Add... Remove * Click OK to close the previous
Pemissions for Users _Allow Deny WindOW aISO.
Full contral ] =
Modify vl L]
Read & execute |:|
List folder contents |
Fiead L] ¥
Carcel | [ oy




-~

J

* The first time the Client is started the following screen will
appear, this is where the Client is configured to connect to
another machine.

File
Configuration File:  C\Program Files (x86)\Rosslare’ AxTraxMNG Client\Client.exe.config | | K
server | Clients
Gliet Server Services
Watchdog
LPR Hostname: Iu:-calhcustl
AxTime

CA\Program Files (x86)\Rosslare\dxTraxNG Client\Client.exe.config




File

Configuration File:  Ch\Program Files (x86)\Rosslare\fxTraxMG Client\Client.exe.config { = I N
Server Clients
Clien Server Services
Watchdog
LPR Hostname: 192.168.1.11
AxTime Port: 1007

K Enter the IP address of the AxtraxNG server machine. You
must also specify the port to use, 1001 is the default.
e If this is being done to a remote server machine (not on
the same LAN);
* then enter the external IP address of the server site
* insure that port 1001 is forwarded to the server
machine at the remote site.
* To save you changes you must click the save icon circled in

red. /

C\Program Files (x86)\Rosslare\axTraxNG Client\Client.exe.config
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* If you encounter the following error you must change the
security permissions of the C:\Program files (x86)\Rosslare

directory as shown in the preceding slide.

J

File
Configuration File: C\Program Files (x86)\Rosslare’AxTraxMG Client\Clientexe.config | | K
Server Clients
Client Server Services
Watchdog
LPR Hostname: 192.168.1.11
AxTrax Configuration ﬂ

CAProgram Files (x86)\Rosslare\AxTraxNG Client\Client.exe.config

I.-"'_"\-. An error cccurred loading a configuration file: Access to the path

"\..__.,-'I 'C\Program Files (x36)\Rosslare\AxTraxMG Client\zfokdgwh.tmp' is
denied. (C:\Program Files (xB6)\Rosslare\xTraxMG
Client\ Client.exe.config)
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Firewall Configuration
Windows 7 and 8

Configuring the Windows Firewall for

Remote Client

/
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NOTICE

server machine if they were not at the time of

i

':(—) - 4 ﬂ » Control Panel » All Control Panel ltems » Windows Firewall

Control Panel Home

Allow an app or feature
through Windows Firewall

'5' Turn Windows Firewall on or
off

'5' Restore defaults

'5' Advanced settings

Troubleshoot my network

See also
Action Center

Network and Sharing Center

installation.

The following steps are performed on the AxtraxNG

J

Help protect your PC with Windows Firewall

Windows Firewall can help prevent hackers or malicious seftware from gaining access to your PC through the
Internet or a network,

. ﬁ] Private networks Connected (~)

Metworks at home or work where you know and trust the people and devices on the network

Windows Firewall state: On
Incoming connections: Bleck all connections to apps that are not on the list
of allowed apps
Active private networks: 2 ROSSLAREUS
Motification state: MNotify me when Windows Firewall blocks a new app
. . -
a- Guest or public networks Not connected (*)

Open Control Panel and select Windows Firewall,
(switch to large icon view if this option is not
available).

Select “Allow an app or feature ....” (on Windows 7
this is “Allow a Program or Feature....”)




i Allowed apps

—

\(—:J - 1 ﬂ b Control Panel » All Control Panel terns » Windows Firewall » Allowed apps v & Search Control Panel

Allow apps to communicate through Windows Firewall
To add, change, or remove allowed apps and ports, click Change settings.

What are the risks of allowing an app to communicate? Change settings

Allowed apps and features:

Marmne Private  Public #

I600-4600 Series Server

[l AxTraxMNG Client
AxtraxWatchdog

Canon Inkjet Print Utility

[ Connect to a Metwork Projector
[l Core Networking

CyberlLink PowerDVD 10.0
CyberLink PowerDVD 10.0

[ Distributed Transaction Coordinator
File and Printer Sharing
Frequency Generator

FTP Server

|
O

Details... Remove

NEEONEROROOR

[ Allow another app...

If Axtrax Server is not listed as shown , Select
“Change Settings” then “Allow another app”. If
Axtrax Server is shown skip to step 5.

oK Cancel




Allowed apps

+~ 4 @ » ControlPanel » All Control Panel ltems » Windows Firewall » Allowed apps

Allow apps to communicate through Windows Firewall

To add, change, nr remmue allmaed anne and nnrte_rlick Channe cettinne

What are the risk

Allowed apps &

Marne

[¥] 3600-4600
] AxTraxNG 1
] AsctraxWate
[ Canon Inkj
[ Connect tc
[#] Core Netw
[ CyberLink
[ CyberLink
[ Distributed
[#] File and Pri
[l Frequency
[#] FTP Server

Add an app

Select the app you want to add, or dick Browse to find one that is not

listed, and then dick CK.

Apps:

[Ez] 7-Zip File Manager
IJ Calculator

g CCleaner

A% Character Map

B8 Command Prompt
A4l Configuration Wizard
@DEE Profile Viewer
Q'*Deployment Wizard
i Diagnostics
Eloolby Demo
Elpolby Profie

Path: C:\Program Files\7-Zip\7zFM.exe

What are the risks of unblocking an app?
You can choose which netweork types to add this app to.

Metwork types... Add

(

select “Browse”

If AxtraxNG Server does not show up in the list

Browse...

Cancel

oK

1iange settings

: Public *

FEEONEEOROOE

Rermove

another app...

Cancel

]

Search Control Panel



d Browse

I!:(:—) - ;b Computer b Windows3_05(C:) ¢ Program Files (x86) » Rosslare » AxTraxMG Server C Search AxTraxMG Server

Organize « = o
- Favorites - Marne Date modified Type Size
Jh
B Deskt , no 2/3/2014 2:19 PM File folder
eskto
D Ip 3 . pl 2/3/2014 2:19 PM File folder
ownloads
ﬂ, R t ol | pt 2/3/2014 2:19 PM File folder
=l Recent places ]
P | Reports 2/3/2014 2:19 PM File folder
e Jru 27372014 2219 PM File folder
ibraries
ﬁ@ 0 ; ) sl 2/3/2014 2:19 PM File folder
ocuments
cJ'-' Musi ) sr 2/3/2014 219 PM File folder
usic e e ]
] Pict T 2372014 2219 PM File folder
ictures
E vid Jtr 2/3/2014 2:19 PM File folder
ideos
 zh-CHS 2/3/2014 2:19 PM File folder
ﬁa- Homegroup ' ' ]
. zh-CN 2/3/2014 2:19 PM File folder
_ [0 AxtraxServerService.exe 1/23/2014 10:42 AM Application
"Ne ¢ PR
M Computer
W .FI CEN r_Client.exe 1172172013 211 P Application
i, Windows8_0S (C : x
& indow
N - . it SErVEr.exe J23/20410:42 AM Application &8 KB
- ( 411:25 M Application 23 KB
When the browse window opens, navigate to the v

following directory; C:\Program Files
(x86)\Rosslare\AxtraxNG Server. Select
“AxtraxServerService.exe” then select “Open”

J

i

Cancel

o
L7}

p com;T.icd) v




Allowed apps

IE) - T 9 v Control Panel » All Control Panel ltems » Windows Firewall » Allowed apps

Allow apps to communicate through Windows Firewall

To add, change, or remnue allmaed anne and nnrte rlick Channe settinns

What are the risk

Allowed apps &

MName

%] 3600-4600
] AxTraxMNG 1
(] AatraseWatc
[l Canon Inkj
[ Connect tc
[ Core Metw
] Cyberlink
] Cyberlink
[ Distributed
File and Pri
] Frequency
[#] FTP Server

Add an app

Select the app you want to add, or dick Browse to find one that is not
listed, and then dick OK.

[62 7-zip File Manager ~

(5] axtraxserverService
EI Calculator

X% Character Map

8 Command Prompt

Al Configuration Wizard

@Daiﬁ Profile Viewer

Q* Deployment Wizard

il Diagnostics

Edloolby Demo o

Path: C:'\Program Files (x86)\Rosslare \AxTraxMNG Se Browse...

What are the risks of unblodking an app?

o I Y L "

(

With “AxtraxServerService” highlighted select “Add”.

oK

J

iange settings

: Public "™

EEEOREEOROOR

Remove

another app...

Cancel

v

Search Control Panel



@ - 4 0 b Control Panel » Al Control Panel lterns » Windows Firewall » Allowed apps v & Search Control Panel

Allow apps to communicate through Windows Firewall
To add, change, or remove allowed apps and ports, click Change settings,

What are the risks of allowing an app te communicate? %) Change settings

Allowed apps and features:

Mame Private  Public ™
3600-4600 Series Server
L]
AxtraxServerService |
AxtraxWatchdeg |
Wl Canan nkiet Prin it [w] (]
[ Connect to a Metwork Projector O |
Core Networking
CyberLink PowerDVD 10.0
CyberLink PowerDVD 10.0
[ Distributed Transaction Coordinator O O
W File and Printer Sharing
Fregquency Generator 7
| Detailz... | | Remove |
| Allow another app... |
Insure that the check box in the column labeled
“Private” is checked for AxtraxServer Service then
select OK. Cancel




@ @ - 1 ‘ vy Control Panel » All Contral Panel tems » Windows Firewall w | Search Control Panel

Help protect your PC with Windows Firewall

Control Panel Home

Windows Firewall can help prevent hackers or malicious software from gaining access to your PC through the
Allow an app or feature Internet or a network,
through Windows Firewall

B Change notification settings l @ Private netwarks Connected @

@ Turn Windows Firewall on or

MNetworks at home or work where you know and trust the people and devices on the network

Windows Firewall state: On

Inceming connections: Block all connections to apps that are not on the list
of allowed apps

Active private networks: E ROSSLAREUS

Notification state: Motify me when Windows Firewall blocks a new app

l @ Guest or public networks Not connected (%)

Select Advanced Settings

See also

Action Center
Metwork and Sharing Center




Windows Firewall with Advanced Security on Local Computer

L]

- - . ‘ Windows Firewall with Advanced Security provides network security for Windows compu
m Connection Security Rules

Import Pelicy..
& B Monitoring

Export Policy...

Overview

Domain Profile

'@ Windows Firewall is on.

0 Inbound connections that do not match a rule are blocked.
@ Outbound connections that do not match a rule are allowed.

Restore Default Policy
Diagnose [ Repair
View

Refresh

Properties
Pnvate Profile is Active

Hel
& - TR

-

Select Inbound Rules

” | B TINOOnS Tiewa Fmpﬁhes




File  Action

View Help

e 2E = E

@ Windows Firewall with Advancs
&5 Inbound Rules
£% Outbound Rules
!"H Connection Security Rules
i+ B Monitoring

Inbound Rules

=
Mame

0 3600-4600 Series Server

0 3600-4600 Series Server

@ 7100a_c

@ 7100a_c

OAS-IPO'I Configuration Utility
OAS-IPN Configuration Utility
.AxtraxServerService
.AxtraxServerService

Group

N7

L%

oﬁbrtraﬂerverﬁeruice
o Firefox (C:\Program Files (x86)\Moazilla Fir...
0 Firefox (C\Program Files (x286)\Meozilla Fir...

Profile

Private...
Private...
Private
Private
Private
Private
Domain
Domain

Private...
Private

Private

-

Select the first rule named AxtraxServerService

0 relr_aa_v3.exe
0 rslr_aa_v3.exe

[T IR P

Private
Private
Private
Private
Private
Private
Private
Private
Private
Private
Private

AL

~

Actions
a Mew Rule...
Filter by Profile
Filter by State

<4 <

Filter by Group

v T v v

WView
Refresh
Export List...

B i

Help

% Disable Rule
& cut

Copy

x Delete

Properties

Help




Select Programs and Services

| Protocols and Funrl—hpe—l—ﬁdrarmd—l—tmi'l:‘rindpals I Femote Users

General | Frograms and Services | Remote Computers

General

MWame:
| FotranServersenvice

Description:

Enabled
Action
<54 (@ Alow the connection
t # () Mllow the connection if it is secure

Customize...

(") Block the connection

Select OK to close window after
closing the windows shown to the
right.

Protocols and Ports I Scope I Advanced I Local Principals I Remaote Users

General | Programs and Services | Remote Computers

Programs

ﬂ programs that meet the specified conditions

(") Thiz program:
C:\Program Files (x86)\Rosslare’ A Tra Browse ..

Application Packages

'1_{-& : mg:pﬁficaﬁun packages to which

Services
{ﬁ, Specify the services to which this ule

-.4{5} applies.

Select All programs that meet the
specified conditions then select OK




File Action View Help

e 2E = E

g Windows Firewall with Advance BRI R e

&5 Inbound Rules

£% Outbound Rules

-rli Connection Security Rules
i+ B Monitoring

Mame

0 3600-4600 Series Server

0 3600-4600 Series Server

@ 7100a_c

@ 7100a_c

OAS-IPO'I Configuration Utility
OAS-IPN Configuration Utility
.AxtraxServerService
.AxtraxServerService

Group

-~

Profile

Private...
Private...
Private
Private
Private
Private
Domain
Domain
Private..

¢ PotraxServerService

HAodraxServerService

=

AN Fi

0 Firefox (C:\Program Files (x86)\Moazilla Fir...
0 Firefox (C\Program Files (x286)\Meozilla Fir...

Private...
Private

Private

-

Select any additional rules named
AxtraxServerService and repeat the steps in the last

screen for each.

0 relr_aa_v3.exe
0 rslr_aa_v3.exe

[T IR P

Private
Private
Private
Private
Private
Private
Private
Private
Private
Private
Private

AL

~

Actions

ﬁ Mew Rule...

SF Filter by Profile
“F  Filter by State
SF Filter by Group

v T v v

WView
Refresh
Export List...
7]

Help

% Disable Rule
& cut

Copy

K Delete
Properties
Help




Klf the remote Client does not connect make the following configuration file
modification on the server machine.

* Open Windows Explorer and navigate to the following directory; C:\Program
files (x86)\Rosslare\AxtraxNG Server.

* Locate the file named Server.exe.config, on most systems the extension
.config will not be shown and the file will appear as Server.exe, insure you
have the correct file by checking the file type, it must be listed as a file type
CONFIG as shown.

* Right click on the Server.exe.config file and select edit.

* In Notepad, select edit then find and find the string “127.0.0.1".

e Change the string 127.0.0.1 to the actual IP address of the server machine
i.e. 192.168.1.11, this should be the same address you have used for the
remote client to connect to.

* Save the file to another location such as the desktop, you will not be able to
save directly to the original directory.

* Copy the new config file from the desktop to the server directory and restart
the PC, allow 2 minutes after the restart then try the remote client

connection. /




(. Locate the Server configuration file, if
file extensions are visible the
filename will read Server.exe.config.

* Insure the file type is CONFIG

* Right click and select edit

nipn-|

Home Share WView

Search AxTraxMNG Server

(€ (3) ~ 1t U » ThisPC » Windows8 0S(C:) » Program Files (x86) » Rosslare » AxTraxNG Server v o

s

1 MSEuild B e
. MSECache 1= LpI_tlenL

| MyPC Backup _3 Lpr_Client.exe
. Motepad++ %] LPR_Server.dIl
1 Putty %] ManagedDahuaSDK.dll
| Realtek %] Met_Remoting.dll
| Reference Assemblies %] PlayCtrl.dll
1. Rosslare 2] ReportShared.dl
1. As-BO1 %] RILShared.dll
| AS-IPDT Cenfiguration Utility % RosslareSystemEventArgs.dll

1 AxTraxNG Client [ Server

| AxTraxMG Server | _El Server.exe
1. ar-SA %) ServiceConsumptionObject.dll

Date modified Type

VI IO/ EUI5 18 1% 0 APPILALIUT
11/13/201412:14...  CONFIG File
2/1/2015 2:08 PM
1113720141214 ..,
2/1/2015 208 PM
11/13/201412:14 ..,
2/1/2015 2:08 PM
2/1/2015 208 PM
2172015 207 PM
2712015 213 PM Application
12/21/2014 912 AM CONFIG File
2/1/2015 208 PM

Application exten
Application exten
Application exten
Application exten
Application exten
Application exten
Application exten

Application exten

Qs

. DB_Clear
| de-DE
Lo

L es

L. et

|ﬁ SharedResources.dll

%] stdale.dll

@ StreamTransClient.dll
%] SystemTransforrm.dl|
2] Utilities.d|!

] VitraxLib.dll

2/1/2015 208 PM

1111372014 12:14 ...
11/13/2014 1214 ...
11/13/201412:14 ...

2/1/2015 209 PM
2/1/2015 2:08 PM

Application exten
Application exten
Application exten
Application exten
Application exten
Application exten

L fa %] Wcf_Service.dIl 2/1/2015213PM  Application exten w

T
106 items 1 item selected 10.7 KB




* In Notepad select edit then find
127.0.0.1

4 Sen

File Edit Format View Help

</sourcer--»
</sourcess
<sharedlListeners:
<l--<add initializeData="Filelogliriter” type="Microsoft.VisualBasic.logging.Fileloglracelistener, Microsoft.VisualBasic,
Version=8.8.8.8, Culture=neutral, PublicKeyToken=bB3f5f7f11d5@a3a, processorfrchitecture=MSIL"
name="Filelog">»
<filter type="" />
<fadd>-->
</sharedlListeners:

<switchess» Find “
<add name="DefaultSwitch" wvalue="Information” /> P Y
</switches> Findwht:  [127.001

<trace:>
<listeners> Direction Cancel
<add initializeData="C:‘M\AxtraxNetServer.log" type="System.D [ ] Match case (JUp (@ Down

name="Filelog">»
<filter type="" />
</add>»
<add type="System.Diagnostics.ConsoleTracelistener” name="Consolelog™>»
<«filter type="" />
</add>»
</listeners:»
<ftrace>
</system.diagnostics>
<userSettings>»
<Rosslare.Musketeer.Server.Properties.Settings>
<setting name="database" serializels="String"»
<value>fxTraxl«</value>

</setting>

<setting name="TcpPort"” serializels="String"»
<value»1881</value>

</setting>

<setting name="5Serverfdderss" serializels="String">»

<values el L frvalues



e

* Change 127.0.0.1 to the actual IP
address of the server PC.

El Server.&Xe - Notepad Ilﬂ‘l

File Edit Format View Help

£/sources--> ~
</sources>
<sharedlListeners>

<l--<add initializeData="Fileloghiriter” type="Microsoft.VisualBasic.logging.Fileloglracelistener, Microsoft.VisualBasic,
Version=8.0.0.8, Culture=neutral, PublicKeyToken=b83f5f7f1ld5@a2a, processorfrchitecture=MSIL"
name="Filelog"»
<filter type="" />
<fadd»--»
</sharedlListeners:
<switches>»
<add name="DefaultSwitch”™ wvalue="Information” />
</switches>
<trace>
<listeners>»
<add initializeData="C:\\AxtraxNetServer.log" type="System.Diagnostics.TextWriterTracelistener”
name="Filelog">»
<filter type="" />
</add>
<add type="System.Diagnostics.ConsoleTracelistener” name="Consolelog">»
<filter type="" />
</add>
</listeners>
</trace>»
</system.diagnostics>
<userSettings>»
<Rosslare.Musketeer.Server.Properties.Settings>
<setting name="database” serializels="String">»
<value>AxTraxl</values>

</setting>

<setting name="TcpPort" serializefs="String">»
<value»1881</value>

</setting>»

<setting name=" » serializels="String">
<valfe>»192.168.1.11</vPlue> o

e S




